Building Analytics for Network Flow Records

Network flow records provide a useful overview of traffic on a network that uses the Internet protocol (IP) to pass information. Huge numbers of bytes and thousands of packets can be summarized by a relatively small number of records, with few privacy concerns and a small record size (which aids both speed of retrieval and duration of storage). However, examining these records to build an awareness of the security situation on a network requires automation, and it can be daunting to develop a process for building the automated analytics. In this archived webinar, the SEI's Timothy Shimeall presents such a development process. Shimeall outlines how to determine what to analyze, how to analyze it in an automated manner, and how to validate and interpret the results.

Watch the video.
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